
  

 بسمه تعالی 
 جناب آقای دکتر ولی زاده 

  مشاور محترم وزیر و رئیس مرکز مطالعات راهبردی و آموزش وزارت کشور

 موضوع:اطلاع رسانی دوره های تخصصی سایبری،امنیت اطلاعات و هوشمند سازی

 با سلام و احترام؛

 

های مصتلف از جملا امنیت سساهرری، های آموزشس  خصصسصس  ور حوز بنیان راهان،بعنوان برگزارکنن   و پیشسرو وور مؤسسهسا اه  

ای از  های حیاخ  و م هرهت بحران، ور حال برگزاری مجمویاآوری زهرسساتتهوش مصسنوی ، اتتصساو،خیمیم ما، ، منابا ااهساا ، خا 

های اجراه   های خصصسصس  ور بنمم ما  سسال جاری با تسورخ برتن یآالاهما برای م هران و کارشسناسسان وسست ا ها و وور کارگا 

 .باش کشور با موضوع امنیت ساهرری،هوش مصنوی ، خا  آوری م 

اهم مؤسسهسا وارای مجوز رسسم  از سسازمان پ اغن  ایریامو کشسور بوو  و سساباا همساری گهسترو  با ارگاانای حاکمیت  و حسومت  از  

 .باش ها کشور و... را وارا م جملا سازمان پ اغن  ایریامو کشور،وزارخصااا

با خوجا با اخفاتاخ اتیر و جنگ خحمیل  ووازو  روز  رژهم تسنیوایهست  یلیا جمنوری اسسلام  اهران و ضسرورخ خوجا وهه  با خاوهت  

ها، های اجراه ، وزارخصاااها بهسیار ضسروری و مفی  برای خمام  وسست ا های کشسور، برگزاری اهم وور آوری زهرسساتتامنیت و خا 

 .گرووها ارزهاب  م ها و شنرواریسازمان

خر جامعا ه ف تسسورخ  من ی گهسسترو های مرخرن برای بنر رسسساا  با زهرمجمویا،ذا تواهشسسمن  اسسست حماهت جزم جنت ا لاع

 .بن ی و شراهن حضور، متعاترا خا هم تواه  ش ها، زمانپذهرو. ا لایاخ خسمیل  شامو سرغصو

لازم به  ککر اسههت عطه به  مه اکره گههورت ارجته  بها جنهاب آقهای براتی ممرر اردیهد تمهامی هزینه  هها برای کهارکنها   

 تعدیل هزین  گورت پ یرد  ٪۵۰،جرمانداریها،بخشداری ها با )معاونتها(استانداریها

  .پیشاپیش از حهم اظر و همساری شما کمال خشسر را وارم

                                          ۰21-6691۵871  جناب آقای آیت الهی ۰9122399178تلفن تماس: 

 

 

 

۰۵/۰8/14۰4  

4169/42  

 ندارد     



 

 

 

                                         ۰21-6691۵871آقای آیت الهی       اب  جن     ۰9122399178  شماره تماس جهت هماهنگی       

 

کد 

 دوره 

 تاریخ/ساعت استاد سرجصل های پیشنهادی  عنوا  کارااه های تخصصی 

 نحوه برازاری 

 هزین )توما ( 

1 

 

  حملات ترند و  مدیریت 

 جها   و ایرا  در سایبری

 انداز تهدیدات سایبری در ایران و جهانچشم.1

 ت آخرین ترندهای حملا.2

کشورهای حمله کننده و ي های حیاتحملات اخیر به زیرساخت نمونه.3

 حمله شونده

استاد 

 کاوسی 

2۵/11/14۰4  16-12 

 آنلاین 

۰۰۰/2۰۰/1 

  های سامان  تهدیدات انواع  2

  با ممابل  روشهای و سایبری

 .آنها

 ..انواع تهدیدات سامانه های.1
 انواع حملات سایبری.2
 سامانه های حمله سایبری .3

  استاد 

 کاوسی 

26/11/14۰4  16-12 

 آنلاین 

۰۰۰/2۰۰/1 

  و سازی مستند ریسك، مدیریت  3

  امنیت های سیستم سازی پیاده

 اساس بر( ISMS) اطلاعات

 2۰23 ویرایش 27۰۰1 استاندارد

 های پرخطر استانداردهای کنترل دسترسی و حساب .1
 ها روزرسانی سیستمفرایند درست نگهداری و به.2
3.ISMS 
4 .CIS 

۵ .NIST 

 

  استاد 

 کاوسی 

27/11/14۰4  16-12 

 آنلاین 

۰۰۰/2۰۰/1 

پرورش  و  اطلاعاتامنیت  4

در  AI نیروهای تخصصی

 دولت و بخش خصوگی

 روش پروش نیروی انسانی . کاربردی  .1

 نیروی انسانی در بخش دولتی  .2

 نیروی انسانی در بخش خصوصی  .3

استاد 

 توحیدی 

29/11/14۰4  16-12 

 آنلاین 

۰۰۰/2۰۰/1 

 پیشگیری در AI عملی کاربرد ۵

سایبری:از تحلیل تا  حملات از

 اقدام عملی

 حمله و انواع آن .تحلیل 1

 معماری دفاع .2

 کاربرد هوش مصنوعی در برابر حمله .3

استاد 

 توحیدی 

3۰/11/14۰4  16-12 

 آنلاین 

۰۰۰/2۰۰/1 

  و کشه هوشمند هایسامان  6

سایبری با  حملات سازیخنثی

 رویکرد کاهش آسیب 

 های هوشمند دفاع سایبریهای سامانهمعماری و فناوری .1

 نقش یادگیری ماشین، هوش مصنوعی و تحلیل رفتار.2

 و SIEM،  (IDS/IPS) های کشف نفوذاجزای اصلی سامانه.3

SOAR 

 فعال در برابر تهدیداتدهی پیشتشخیص و پاسخ.4

استاد 

 توحیدی 

۰2/12/14۰4  16-12 

 آنلاین 

۰۰۰/2۰۰/1 

همایش ملی ایرا    7

هوشمند:جرماندها  امنیت 

اطلاعات)جرگت ها،چالش ها و 

آینده هوش مصنوعی در 

 کشور(

 .جایگاه هوش مصنوعی در امنیت سایبری1

 AI.تهدید ها و چالش های امنیت اطلاعات در عصر2

 معماری حکمرانی دادخ و الزامات قانونی در کشور .3

 .جرگت های اقتصادی و گنعتی هوش مصنوعی برای ایرا  4

 

 
۰3/12/14۰4  16-12 

 

 حضوری)وزارت کشور( 

 

۰۰۰/2۰۰/1 

۰۵/۰8/14۰4  

1694/42  

 ندارد     

 ومن ا.. توجیق

 مدیر عامل 

 سیدعمادالدین آیت الهی



  

 بسمه تعالی

 زمانیسید جواد جناب آقای 

 معاون محترم امور استانها و تشکل های اتاق بازرگانی،صنایع،معادن و کشاورزی ایران

 دوره های تخصصی هوشمند سازی،امنیت اطلاعات وسایبریموضوع: اطلاع رسانی 

 

 با سلام و احترام؛

 

هاچ نوهن در حو ه هوش مصددد ووف و اه    احتراما، با توجه به رشدددز یناه زه تدزهزاا سددداهپرچ و ی ر زاف رو اینور ی اورچ

هاچ اجراهف سراسر کشور دستگاهبخش خصوصف و هاچ ح اتف کشور، ارتقاچ توار تخصصف ن روهاچ انسانف در آورچ  هرساخ تاب

دهاچ اخ ر در سطح م طقه به وهژه ج گ تح  لف دوا ده رو ه رژهم صد ون ستف ول ه رود. رخزاهک ضدرورا راهپردچ به ش ار مف 

 .ج دورچ اسلامف اهرار ن ن لنوم توجه ی شگ رانه و آماداف مست ر در برابر مخاطراا نوظدور را ب ش ا  ی ش هادآور کرده اس 

ز ا آموزشی دارای مجوز رسمی ،ای تخصصیبرگزارکننده دوره ه وباسابقه  به عنوان مجری« ایده بنیان رایان»مؤسسه  

و مجوز رسامی آموزشای از ریاست جمهوری،سازمان اداری و استخدامی کشور به    ساازمان ددانند ییرعامل کشاور  

هاچ تخصصف در حو ه هوش مص ووف را با مویق   اجرا ن ود که ، سال اذشته با ه کارچ آر مرکن محترم دوره087783شماره 

هاچ هوش رهنچ جد  دوم ن دوره آمو شف در حو ه. امسدال ن ن ض ن برنامه بف را به ه راه داشد  قپال مطلونتاهج اثربخش و اسدت 

تر هاچ ح اتف را اسددتردهها ا  اهن آمو شم زچ سدا مار ها، برآن م که دام ه بدرهآورچ  هرسداخ  مصد ووف، ام    سداهپرچ و تاب  

 .سا هم

ی حقیقی ، اعضاهاها به کلیه زیرمجموعهین دورهرساانی و معرنی ا ساتدعیسات نسابت به اطلاع   در همین راساتا، م 

 در سراسر کشور همکاری لازم صورت دذیرد. و معاونتها کمیسیون ها وحقوقی ،اتاقها،تشکل ها،

 .ها به ه راه جنئ اا تخصصف هر برنامه خزمتتار ارسال خواهز شزبه ی وس ، ل س  دوره

هاچ ح اتف کشددور صدد   انه آر مج ووه محترم در جد  ایناهش ی شددگ رچ، آماداف و یاهزارچ  هرسدداخ ی شددای ش ا  ه کارچ 

 .ارددقزردانف مف

 

 

 

 

03/30/4131  

0460/14  

 ندارد    



 

 

 

 ارائه گواهینامه معتبر از ریاست جمهوری )سازمان اداری و استخدامی کشور (/ سازمان ددانند ییر عامل کشور               

      شماره تماس جهت هماهنگی  18022388069     آقای آیت الهی        120-77801960                   

 

کد 

 دوره

 تاریخ/ساعت استاد سرنصل های دیشنهادی عنوان کارگاه های تخصصی

 نحوه برگزاری

 هزینه)تومان(

4 

 

 حملات ترند و مدیریت 

 جهان و ایران در سایبری

 انداز تهدیدات سایبری در ایران و جهانچشم.1

 تآخرین ترندهای حملا.2

حمله کننده و کشورهای ي های حیاتحملات اخیر به زیرساختنمونه.3

 حمله شونده

 استاد 

 کاووسی

42/44/4131   ( 44-46) 

 آنلاین

333/433/4 

 های سامانه تهدیدات انواع 4

 با مقابله روشهای و سایبری

 .آنها

 ..انواع تهدیدات سامانه های.1
 انواع حملات سایبری.2
 سامانه های حمله سایبری.3

 استاد 

 کاووسی

46/44/4131   ( 44-46) 

 آنلاین

333/433/4 

 و سازی مستند ریسك، مدیریت 0

 امنیت های سیستم سازی دیاده

 اساس بر( ISMS) اطلاعات

  4340 ویرایش 47334 استاندارد

 های پرخطراستانداردهای کنترل دسترسی و حساب.1
 هاروزرسانی سیستمفرایند درست نگهداری و به.2
3.ISMS 
4 .CIS 

2 .NIST 

 

 استاد 

 کاووسی

47/44/4131  ( 44-46) 

 آنلاین

4433333 

درورش و  امنیت اطلاعات 1

در  AI نیروهای تخصصی

 دولت و بخش خصوصی

 روش پروش نیروی انسانی . کاربردی .1

 نیروی انسانی در بخش دولتی .2

 نیروی انسانی در بخش خصوصی .3

استاد 

 توحیدی

40/44/4131   ( 44-46) 

 آنلاین

333/433/4 

 دیشگیری در AI عملی کاربرد 2

سایبری:از تحلیل تا  حملات از

 اقدام عملی

 حمله و انواع آن.تحلیل 1

 معماری دفاع .2

 کاربرد هوش مصنوعی در برابر حمله .3

 استاد 

 توحیدی

03/44/4131    ( 44-46) 

 آنلاین

333/433/4 

 و کشف هوشمند هایسامانه 6

سایبری با  حملات سازیخنثی

 کاهش آسیبرویکرد 

 های هوشمند دفاع سایبریهای سامانهفناوری معماری و .1

 نقش یادگیری ماشین، هوش مصنوعی و تحلیل رفتار.2

 و SIEM، (IDS/IPS) های کشف نفوذاجزای اصلی سامانه.3

SOAR 

 فعال در برابر تهدیداتدهی پیشتشخیص و پاسخ.4

 استاد 

 توحیدی

34/44/4131   ( 44-46) 

 آنلاین

333/433/4 

ایااران هاامااایااش ماالاای   7

نرماندهان امنیت هوشاامناد: 

اطلاعات)نرصت ها،چالش ها و 

آیاانااده هوش مصاانوعی در 

 کشور(

 .جایگاه هوش مصنوعی در امنیت سایبری4

 AI.تهدید ها و چالش های امنیت اطلاعات در عصر4

 معماری حکمرانی دادخ و الزامات قانونی در کشور.0

 ایران.نرصت های اقتصادی و صنعتی هوش مصنوعی برای 1

 

 

 
30/44/4131   ( 44-46) 

 

 حضوری)وزارت کشور(

 

333/433/4 

03/30/4131  

0460/14  

 ندارد    

 ومن ا.. تونیق

 مدیر عامل

 سیدعمادالدین آیت الهی



۱۴۰۴/۰۹/۱۷
۱۷۴۶۷۲

ندارد

میدان فاطمی، خ جویبار، خ زرتشت غربی نرسیده به بیمارستان مهر پلاک ۵۴ تلفن: ۸۸۹۸۶۴۶۱

« سرمایه گذاری برای تولید »

همه باهم برای ایران

روسای محترم سازمانهای تابعه و وابسته وزارت کشور
رئیس محترم مرکز توسعه فناوری اطلاعات، امنیت و هوشمندسازی

معاونین محترم توسعه مدیریت و منابع استانداریهای سراسر کشور

با سلام و احترام؛
به پیوست نامه شماره ٤٢/١٦٩٤ مورخ ١٤٠٤/٠٨/٠٥ موسسه ایده بنیان رایان و با عنایت به اهمیت روزافزون موضوع 
«امنیت اطلاعات، تهدیدات سایبری و هوشمندسازی» برگزاری دومین دوره آموزشی تخصصی در این زمینه  با همکاری 

مؤسسه ایدهبنیان رایان بعنوان مجری و برگزار کننده در دستور کار قرار گرفته است. 
نظر به نقش کلیدی مدیران و کارشناسان حوزه فناوری اطلاعات دستگاههای اجرایی در ارتقای سطح آگاهی و 
آمادگی سازمانی، حضور فعال آنان در این دورهها بسیار حائز اهمیت بوده و انتظار میرود برنامهریزی لازم جهت مشارکت 

مؤثر مدیران و کارشناسان ذیربط صورت پذیرد.
درضمن لطفا دستور فرمایید اطلاعرسانی لازم به تمامی واحدها و نهادهای مرتبط در سطح استان و شهرستانها، به 

ویژه شهرداریها، دستگاههای اجرایی استان و سایر زیرمجموعههای ذیربط را بهعمل آورند.

57
ba

3f
8d

-a
8d

c-
40

02
-a

a1
c-

1a
c7

47
79

6d
ce


	atc-214039200-پیوست ها و لیست کارگاه ها.pdf (p.1-2)
	atc-445112904-اتاق بازرگانی-معاونت امور استانها و تشکل ها.pdf (p.3-4)
	atc-769321775-(مرکز مطالعات راهبردی وزارت کشور(حوزه وزیر.pdf (p.5)

